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Our Privacy Notice – Aspects Beauty Company Limited

Thank you for visiting our website. We want to be completely transparent about how we collect and use the personal data and information you provide to us. Please read this notice carefully and contact us if you have any questions.
About us

We are Aspects Beauty Company Limited (Company Registration No. 02882953, Registered Office: Railview Lofts, 19c Commercial Road, Eastbourne, East Sussex, BN21 3XE). We are the “controller” for the purposes of data protection laws. 

This notice details how we use personal data you provide to us on our websites (https://www.aspectsbeauty.com and http://ab-presents.com) referred to in this notice as our Sites or when you visit one of our locations (including our offices located at Balneath Manor, South Chailey, East Sussex, BN8 4AP). 

We are committed to protecting and respecting the privacy of your personal data. We want you to be confident that your data will be properly protected whilst in our possession. 

If you are an employee, contractor or otherwise engaged in work for us or applying to work for us, a separate privacy notice applies to you instead.

This notice is not intended for children and we do not knowingly collect personal data relating to children.

If you have any questions about our use of your personal data, or you wish to exercise one of your rights under data protection legislation, please contact us. You can find out more information on your rights at the end of this notice. 

If you would like to request further information about this notice or the way in which we handle your personal data, please contact us on 01273 408800 or by emailing privacy@aspectsbeauty.com.

Why we hold and process personal data

We hope the following table helps you to understand what data we may collect, in what circumstances and how we use that data. 
 
	Category of data
	Where it comes from
	What is collected and how we use that data

	Personal data you give to us in connection with the business or our services.
	This is data you give to us about you by: 
	

	
	· Registering with our Sites or completing a user registration form
· Subscribing to our publications
· Entering competitions or promotions
· Creating an account or profile 
	· Name
· Address
· E-mail address
· Telephone number
· Your preferences in receiving marketing materials from us and our third parties and your communication preferences
· Your username and password
· Purchases or orders made by you
· Details of subscriptions to our services or publications

It may be necessary for us to obtain and process this data in order to create and deliver to you communications containing product data, cosmetic tips, promotions or product samples. We may also need to obtain and process this data in order to provide access to certain parts of our website. 



	
	· Placing an order for our products or services or making an enquiry about our products or services 
	· Name
· Title
· Address (such as your billing address and delivery address)
· E-mail address
· Telephone number
· Bank account and payment card details
· Details about payments to and from you and other financial information
· Details of subscriptions to our services or publications and other details of products and services you have purchased from us

It may be necessary for us to obtain and process this data to perform our contractual obligations to you (including processing any orders, and making or receiving payments, fees and charges)

We may also need this personal data to:
· manage our relationship with you
· to detect and prevent fraud and other illegal activities (and to assist regulators, trade bodies and law enforcement agencies in relation to the same);
· investigate and defend any third-party claims or allegations
· administer our business and carry out business activities
· make suggestions and recommendations to you about products or services that may be of interest to you, deliver relevant website content and advertisements to you and to measure or understand the effectiveness of our advertising
· protect our business including to deal with any misuse of our website and to comply with our security policies at our locations. 


	
	· Contacting us with an enquiry or to report a problem with our products, services or our Sites.
	In order to process your enquiry and/or investigate a problem we may ask you to provide contact data (name, address, telephone number and email address). 

We may need this personal data to:
· manage our relationship with you
· to detect and prevent fraud and other illegal activities (and to assist regulators, trade bodies and law enforcement agencies in relation to the same);
· investigate and defend any third-party claims or allegations
· administer our business and carry out business activities
· make suggestions and recommendations to you about products or services that may be of interest to you, deliver relevant website content and advertisements to you and to measure or understand the effectiveness of our advertising
· protect our business including to deal with any misuse of our website and to comply with our security policies at our locations. 


	
	· Business contact data.
	We will keep: 
· a record of business contacts in order to manage our commercial relationships;
· a record of prospective contacts. 
· Marketing records.

We may need this personal data to:
· manage our relationship with you
· to detect and prevent fraud and other illegal activities (and to assist regulators, trade bodies and law enforcement agencies in relation to the same);
· investigate and defend any third-party claims or allegations;
· administer our business and carry out business activities
· make suggestions and recommendations to you about products or services that may be of interest to you, deliver relevant website content and advertisements to you and to measure or understand the effectiveness of our advertising
· protect our business including to deal with any misuse of our website and to comply with our security policies at our locations. 


	
	· Being a former employee or worker of ours.
	We will retain your personal data after your employment or engagement in accordance with our separate Privacy Notice for Employees and Workers. Please contact us at privacy@aspectsbeauty.com if you would like a copy of this Privacy Notice.


	Personal data we collect about you and/or your device (automated technologies or interactions) 
	We obtain certain information when you interact with our websites. This includes personal data which relates to your use of our websites, such as your traffic data, weblogs and other communication data, browser type and version, time zone setting and location, browser plug-in types and versions, operating system and platform and other technology on the devices you use to access our website.
	Some online identifiers (such as static IP addresses) are your personal data. 

We collect this data so that we can ensure adequate technical support for our website and ensure it is functioning properly on all operating systems/browsers. We want to ensure the content of our website is being presented to you in the most appropriate way to ensure it is easy to use/navigate. We also need this information in order to allow you to participate in interactive features on our website where you chose to do so.

We also obtain and use certain aggregated data such as statistical or demographic data for any purpose (“Aggregated Data”). Aggregated Data may be derived from your personal data but does not directly or indirectly reveal your identity. For example, we may aggregate your information technology data to calculate the percentage of users accessing a specific feature on our website. However, if we re-combine or re-connect Aggregated Data with your personal data so that it can directly or indirectly identify you, we treat the combined data as personal data which will be used in accordance with this Privacy Notice. 

	Audio and Visual Data we collect from you automatically
	This includes personal data which is gathered using our CCTV or other recording systems in the form of images, video footage and sound recordings that is taken at any of our locations.
	We record images to assist us in the provision of a safe environment at our locations including to maintain public safety, assist in the prevention and apprehension of crime and illegal activities.

	Personal data we collect about you from third parties
	Personal data from third parties relevant to the provision of our products or services
	We may collect personal data from the following:
· Companies House;
· analytics providers (such as Google Analytics); 
· providers of payment and delivery services (such as Stripe, Inc. and DPD).

We may need this personal data to
· manage our relationship with you
· to detect and prevent fraud and other illegal activities (and to assist regulators, trade bodies and law enforcement agencies in relation to the same);
· investigate and defend any third-party claims or allegations;
· administer our business and carry out business activities
· make suggestions and recommendations to you about products or services that may be of interest to you, deliver relevant website content and advertisements to you and to measure or understand the effectiveness of our advertising
· protect our business including to deal with any misuse of our website and to comply with our security policies at our locations. 




Our lawful basis for processing your personal data
Consent
 
In situations where we rely on your consent to process your personal data, you have the right to withdraw consent at any time by contacting us at privacy@aspectsbeauty.com. Please note even if you withdraw consent for us to use your personal data for a particular purpose we may continue to rely on other lawful bases to process your personal data for other purposes.
Other legal bases we may rely on
Where we are relying on a basis other than your consent, the lawful basis for processing personal data will be one of the following:
a)	the processing is necessary in order for us to comply with our legal obligations (such as compliance with tax legislation);
b)	the processing is necessary for the performance of a contract you are party to or in order to take steps at your request prior to you entering into a contract. This would include: 
•	processing any orders placed by you;
•	making or receiving payments, fees and charges; 
•	collecting and recovering money owed;
c)	processing is necessary for the establishment, exercise or defence of legal claims; 
d)	the processing is necessary for the pursuit of our legitimate business interests. In particular, our legitimate interests include: 
•	the provision of goods and services;
•	the provision of administration and / or IT services;
•	the security of our IT network;
•	the prevention of fraud;
•	marketing of goods and services and promotion of our business;
•	the study in how to develop and the update of our products and services; 
•	the development of our business strategy;
•	protecting our business and property; or
e)	the processing is necessary in order to protect the vital interests of an individual e.g. where there is a medical emergency.
Extra conditions for sensitive personal data
Where we are processing your sensitive / special category personal data one of the following conditions will also apply:
a)	you have given your explicit consent to the processing;
b)	the processing relates to personal data which are manifestly made public by you;
c)	the processing is necessary for the establishment, exercise or defence of legal claims;
d)	the processing is necessary for archiving purposes in the public interest; scientific or historical research purposes or statistical purposes;
e)	the processing is necessary to protect an individual’s vital interests where the individual cannot give consent;
f)	the processing is necessary for reasons of substantial public interest.

How long will we store your personal data for
We will store your personal data for the time period which is appropriate in accordance with the following criteria: 
a)	the on-going organisational operation / relationship that we have with you;
b)	the completion of the purpose for which the personal data was given;
c)	our legal obligations in relation to that personal data and other legal requirements;
d)	the type and size of the data held and whether any of it is deemed to be special category personal data; or
e)	our accounting requirements in relation to that personal data.
We keep the length of time that we hold your personal data for under review. These reviews take place periodically.
Providing us with personal data of another person

If you need to provide us with personal data about another person you must obtain that individual’s express consent to pass us their data. You should share this notice with those individuals as it may also apply to them.
 
Marketing 

(a) Promotional offers from us  
 
We may use your personal data to form a view on what products may be of interest to you. This is how we decide which products and offers may be relevant for you (we call this marketing).
 
You will receive marketing communications from us if you have requested information from us or purchased products from us or if you provided us with your details when you entered a competition or registered for a promotion and, in each case, you have not opted out of receiving that marketing.

In some situations we use a third party processor (Mailchimp) to assist us with our marketing communications.  We have satisfied ourselves that Mailchimp has appropriate technological and organisational measures in place to protect your personal data and we always ensure this whenever we engage any third party processor. You can read about how Mailchimp may use your personal data here.
  
(b) Unsubscribe
 
You can ask us or third parties to stop sending you marketing messages at any time by following the unsubscribe links on any marketing message sent to you or by emailing us at privacy@aspectsbeauty.com at any time.
 
Automated decision-making  
 
We do not envisage that any decisions will be taken about you using automated means, however we will notify you in writing if this position changes. 

Data Sharing  
 
Why might you share my personal data with third parties?
 
We may have to share your personal data with the parties set out below for the purposes set out in the table above:

· Any group or associated company to which we provide any of our services to from time to time;
· Carefully selected third parties, such as Mailchimp (as explained above), who provide a service to us to support our core operations, such as: processing our mail, communicating with customers and prospective customers on our behalf (including via social media), running promotions, providing IT systems and administrative services and the development and improvement of internal systems and processes;
· HMRC, legal and other regulators or authorities, including those who request your personal data or to report any potential or actual breach of applicable law or regulation;
· Our professional advisers
· Other organisations where we are legally obligated to disclose your personal data (such as requests made in the prevention and detection of crime) or where disclosure is necessary to protect the property, rights and safety of us and our staff; 
· Third parties to whom we may choose to sell, transfer, or merge parts of our business or our assets. Alternatively, we may seek to acquire other businesses or merge with them. If a change happens to our business, then the new owners may use your personal data in the same way as set out in this privacy notice;
· Other companies where we are trialling products and services which we consider may improve our offering to customers and/or our business processes;
· Other third parties where you have given your express consent or where we reasonably believe a third party is acting on your behalf;
· third parties operating plugins or content (such as Facebook, X, Instagram) on our website which you choose to interact with;
· Any other third parties that may receive personal data
[bookmark: kh_relatedContentOffset_1]We require all third parties to respect the security of your personal data and to treat it in accordance with the law. We do not allow our third-party service providers to use your personal data for their own purposes and only permit them to process your personal data for specified purposes and in accordance with our instructions. 

International Transfers

It is possible that personal data we collect from you may be transferred, stored and/or outside the United Kingdom including outside the European Economic Area (EEA), including to the United States of America.
In connection with such transfers we will ensure that:

a)	there are appropriate safeguards in place such as binding corporate rules or approved model contractual clauses; or 

b)	the transfer is to a country that provides an adequate level of protection; or

c)	one of the derogations for specific situations applies to the transfer including explicit consent or necessary for the performance of a contract or exercise or defence of legal claims.
 
Your rights in connection with personal data
 
Under certain circumstances, by law you have the right to:
 
• Request access to your personal data (commonly known as a “data subject access request”). This enables you to receive a copy of the personal data we hold about you and to check that we are lawfully processing it.
• Request correction of the personal data that we hold about you. This enables you to have any incomplete or inaccurate data we hold about you corrected.
• Request erasure of your personal data. This enables you to ask us to delete or remove personal data where there is no good reason for us continuing to process it. You also have the right to ask us to delete or remove your personal data where you have exercised your right to object to processing (see below).
• Object to processing of your personal data where we are relying on a legitimate interest (or those of a third party) and there is something about your particular situation which makes you want to object to processing on this ground. You also have the right to object where we are processing your personal data for direct marketing purposes.
• Request the restriction of processing of your personal data. This enables you to ask us to suspend the processing of personal data about you, for example if you want us to establish its accuracy or the reason for processing it.
• Request the transfer of your personal data to another party.
If you want to review, verify, correct or request erasure of your personal data, object to the processing of your personal data, or request that we transfer a copy of your personal data to another party, please email privacy@aspectsbeauty.com.

No fee usually required
 
You will not have to pay a fee to access your personal data (or to exercise any of the other rights). However, we may charge a reasonable fee if your request for access is clearly unfounded or excessive. Alternatively, we may refuse to comply with the request in such circumstances.
 
What we may need from you
 
We may need to request specific data from you to help us confirm your identity and ensure your right to access the data (or to exercise any of your other rights). This is another appropriate security measure to ensure that personal data is not disclosed to any person who has no right to receive it.

Time limit to respond

We try to respond to all legitimate requests within 30 days. Occasionally it may take us longer than a month if your request is particularly complex or you have made a number of requests. In this case, we will notify you and keep you updated. 
 
Data Privacy Representative
 
We have appointed a Data Privacy Representative to oversee compliance with this Privacy Notice. If you have any questions about this Privacy Notice or how we handle your personal data, please contact us by calling 01273 408 800 or emailing privacy@aspectsbeauty.com. 

You have the right to make a complaint at any time to the Information Commissioner’s Office (ICO), the UK supervisory authority for data protection issues.

Changes to this notice

We keep this notice under regular review. Any changes we make to this notice will be posted on our Sites with a prominent notice and, where appropriate, we will notify you by email. 
[bookmark: _Hlk151993379]This version of this Privacy Notice was first published on [date uploaded to website] and has not been updated since.

If, in the future, we wish to use your personal data in a way not set out in this notice we will notify you and seek your permission to do so. 

Links to third-party websites

The Sites may include links to third-party websites, plug-ins and applications. Clicking on those links or enabling those connections may allow third parties to collect or share data about you. We do not control these third-party websites and are not responsible for their privacy statements. When you leave our Sites, we encourage you to read the privacy notice of every website you visit.

Unfortunately, the transmission of data through the internet is never completely secure. Although we do our best to protect your personal data at all times, we cannot guarantee the security of the data you send to us through our Sites. Any transmission made is therefore at your own risk. Once we have received your data we use strict procedures and security features to protect against unauthorised access.

